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Очная 

 

Общие сведения о дисциплине (модуле). 

Дисциплина посвящена изучению технической защиты информации. 

Целями освоения учебной дисциплины «Техническая защита информации» 

являются формирование компетенции по основным разделам теоретических и 

практических основ организации средств защиты информации, дать 

необходимые навыки по использованию средств защиты информации в 

компьютерных системах и овладению методами решения соответствующих 

задач. 

Дисциплина предназначена для получения знаний, необходимых для 

решения следующих задач: 

- Сбор и анализ исходных данных для проектирования систем защиты 

информации, определение требований, сравнительный анализ подсистем по 

показателям информационной безопасности; 

- Проведение проектных расчетов элементов систем обеспечения 

технической защиты информации; 

- Участие в разработке технологической и эксплуатационной 

документации; 



- Проведение предварительного технико-экономического обоснования 

проектных расчетов 

- Осуществление организационно-правового обеспечения технической 

защиты объекта информатизации; 

- Организация работы малых коллективов исполнителей с учетом 

требований защиты информации; 

- Совершенствование системы управления технической защиты 

информации; 

- Изучение и обобщение опыта работы других учреждений, организаций 

и предприятий в области повышения эффективности защиты информации и 

сохранения государственной и других видов тайны; 

- Контроль эффективности реализации политики технической защиты 

информации 

- Сбор и анализ исходных данных для проектирования систем обработки 

и анализа информации с учетом необходимости ее защиты в соответствии с 

требованиями безопасности информации; 

- Участие в проектировании систем, комплексов средств и технологий 

обработки и защиты информации, в разработке технологической и 

эксплуатационной документации; 

- Участие в проектировании систем, комплексов средств и технологий 

обработки и защиты информации, в разработке технологической и 

эксплуатационной документации. 

- установка, настройка, эксплуатация и поддержание в работоспособном 

состоянии компонентов системы обеспечения технической защиты 

информации с учетом установленных требований; 

- администрирование подсистем технической защиты объекта, участие 

в проведении аттестации объектов информатизации по требованиям 

безопасности информации и аудите автоматизированных систем. 

Общая трудоемкость дисциплины (модуля) составляет 4 з.е. (144 

академических часа(ов). 

 


